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Supplemental End User License Agreement for
o @ AnyConnect® Secure Mobility Client v4.x and other VPN-
o Hane related Software

IMPORTANT: READ CAREFULLY

BMER
This Supplemental End User License Agreement ("SEULA") contains additional terms and
%gﬁﬂfﬁ’ conditions for the Software Product licensed under the End User License Agreement ("EULA")
e between You ("You" as used hamm means You and the business entity you represent) and Cisco
the terms used in this SEULA but not defined will have the

z8 meanings assigned to them |n ma EULA. To the extent that there is a conflict between the terms.
and conditions of the EULA and this SEULA, the terms and conditions of this SEULA will take
WE precedenee.

In addmon to the limitations set forth in the EULA on your access and use of the Software, You
agree to comply at all times with the terms and conditions provided in this SEULA.
DOWNLOADING, INSTALLING, OR USING THE SOFTWARE CONSTITUTES ACCEPTANCE
OF THE AGREEMENT, AND YOU ARE BINDING YOURSELF AND THE BUSINESS ENTITY
THAT YOU REPRESENT (COLLECTIVELY, *CUSTOMER") TO THE AGREEMENT. IF YOU DO
NOT AGREE TO ALL OF THE TERMS OF THE AGREEMENT, THEN CISCO IS UNWILLING TO
LICENSE THE SOFTWARE TO YOU AND (A} YOU MAY NOT DOWNLOAD, INSTALL OR USE
THE SOFTWARE, AND (B) YOU MAY RETURN THE SOFTWARE (INCLUDING ANY
UNOPENED CD PACKAGE AND ANY WRITTEN MATERIALS) FOR A FULL REFUND, OR. IF
E SOFTW WRITTEN MATERIALS ARE SUPPLIED AS PART OF ANOTHER
PRODUCT YOU MAV RETURN THE ENTIRE PRODUCT FOR A FULL REFUND. YOUR RIGHT

TO RETURN AND REFUND EXPIRES 30 DAYS AFTER PURCHASE FROM CISCO OR AN

ol l 1ol l I AUTHORIZED CISCO RESELLER, AND APPLIES ONLY IF YOU ARE THE ORIGINAL END
USER PURCHASER.

c I s c o For purposes of this SEULA, the product You have ordered or enabled @o« the following
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In addition to the limitations set forth in the EULA on your access and use of the Software, You

at all times with the terms and conditions provided in this SEULA.

INSTALLING, OR USING THE SOFTWARE (X)NSTITUYES ACCEPTANCE
OF THE AGREEMENT AND YOU ARE BINDING YOURSELF AND THE BUSINESS ENTITY
THAT YOU REPRESENT (COLLECTIVELY, "CUSTOMER") TO THE AGREEMENT. IF YOU DO
NOT AGREE TO ALL OF THE TERMS OF THE AGREEMENT, THEN CISCO IS UNWILLING TO
LICENSE THE SOFTWARE TO YOU AND (A) YOU MAY NOT DOWNLOAD, INSTALL OR USE
THE SOFTWARE, AND (B) YOU MAY RETURN THE SOFTWARE (INCLUDING ANY
UNOPENED CD PACKAGE AND ANY WRITTEN MATERIALS) FOR A FULL REFUND, OR. IF
THE SOFTWARE AND WRITTEN MATERIALS ARE SUPPLIED AS PART OF ANOTHER
PRODUCT, YOU MAY RETURN THE ENTIRE PRODUCT FOR A FULL REFUND. YOUR RK}HT

TO RETURN AND REFUND EXPIRES 30 DAYS AFTER PURCHASE FROM CISCO OR
' ' l ' ' ' | ' ' AUTHORIZED CISCO RESELLER, AND APPLIES ONLY IF YOU ARE THE ORIGINAL END
USER PURCHASER.
c I s c o Fo_r purposes of this __SEULA. the product Yqu have ordered or enabled is any of the following
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3.58ZEEE% - BB Cisco AnyConnect Secure Mobility Client 25,

Microsoft Office 2016 Adobe CC 2017

6\’

VMware Fusion Cisco AnyC...bility Client

4 FBRBEEE - 2 aREE A [sslvpn.chu.edu.tw]) - 7£%E3#E [ Connect]

| NaN ) AnyConnect dliat]n
Secure Mohility Clisat Cisco
Q VPN:

Ready to connect.

l ssivpn.chu.edu.tw

S EGEBIHAORE - FIKRERSE - RETHEE [X]

Untrusted Server Blocked!

AnyConnect cannot verify server: sslvpn.chu.edu.tw

Connecting to this server may result in a severe security compromise!
Security Risks Explained

AnyConnect is configured to block untrusted servers by default. Most users
choose to keep this setting.

If this setting is changed, AnyConnect will no longer automatically block
connections to potentially malicious network devices.

®( Change Setting... 'keepMé’Safe



@ Preferences - VPN

.
2[00

| Start VPN when AnyConnect is started

Minimize AnyConnect on VPN connect

| Allow local (LAN) access when using VPN (if configured)
_ | Disable Captive Portal Detection

(__ Block connections to untrusted sewergﬂy@ﬁ' l‘ttigIE
/

6. FF 53— [Connect])  ERFEPEHESEE - B [Continue Anyway]

AnyConnect atat)
Secure Mobility Client ciSco

VPN:
Contacting ssivpn.chu.edu.tw.

(comert )

A Security Warning: Untrusted Server Certificate!
AnyConnect cannot verify server: ssivpn.chu.edu.tw

L. Certificate does not match the server name.
L. Certificate Is from an untrusted source.

Connecting to this server may result in a severe security compromise!
Security Risks Explained

Most users do not connect to untrusted servers unless the reason for the

error condition is known.
l Connect Anyway '

Cancel Connection

7 R AR R T TERE R [OK]

Cisco AnyConnect | slepn.chu.edh.tw )

@ Please enter your username and password.

S Group: ,Ch‘,’YP,N B
Username: | Test @ IESE !
Password: sessesescs ZA0H ®

Cancel 70K
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8.tHIE Tl - BLRI{EH VPN

[ NN AnyConnect et
Secure Mobility Client CisSCcO

VPN:
Connected to sslvpn.chu.edu.tw.

Disconnect

IPv4

9.4 BT SSL VPN 43 > m[BLEEEE L5 2 B\ » #4E [ VPN - Disconnect]
B0 e e = 0

About Cisco AnyConnect

Show AnyConnect Window
Show Statistics Window

VEN

Quit Cisco AnyConnect
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